**高雄市政府資訊中心電腦機房設備進駐申請表**

申請日期：　　年　　月　　日 案號：

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| 設備進駐申請單位填寫 | 申請機關 |  | 申請單位 |  |
| 申請人員 (蓋職章) |  | 單位主管 (蓋職章) |  |
| 負責人 | 姓名： 職稱：聯絡電話： 緊急聯絡電話：電子信箱： |
| 代理人 | 姓名： 職稱：聯絡電話： 緊急聯絡電話：電子信箱： |
| 系統名稱 |  |
| 設備主要功能說明 |  |
| 設備廠牌及型號 |  |
| 電壓（伏特）： | 電流（安培）： | 尺寸（cm或U）： |
| □進駐機房之主機已修補系統漏洞及安裝防毒軟體，並隨時更新。□進駐機房之設備請自行投保電子設備綜合險，本中心不負責保險相關事宜。 |

|  |
| --- |
| **此欄位由資訊中心人員填寫** |
| 機架區域 |  | 機架編號 |  |
| 電源編號 |  | 網路線編號 |  |

-----------------------------------------------------------------------------------

**資訊中心陳核**

第　　層決行

會辦單位：

承辦單位 會辦單位 決行

【13-3C-01-08】 發布日： 107 年10 月5 日

**高雄市政府 (機關名稱)** **資安檢核表**

 檢測之伺服器IP：　　 　　　　　(每台伺服器填寫一張)

|  |  |  |  |
| --- | --- | --- | --- |
| 項次 | 檢測項目 | 檢測內容 | 完成確認 |
|  | 系統漏洞修補 | 隨時依據有關單位（如：國家資通安全會報、微軟公司等）發布之訊息，確實執行系統漏洞修補作業。 | □ 是□ 否，原因：　　　　　　　　　　　 |
|  | 防毒軟體 | 防毒軟體版本及病毒碼隨時更新到最新版。 | □ 是□ 否，原因：　　　　　　　　　　　 |
|  | 防火牆功能 | 主機防火牆開啟，並將不必要的服務關閉。 | □ 是□ 否，原因：　　　　　　　　　　　 |
|  | 使用者帳號與密碼設定 | 刪除不必要之帳號。依「行政院及所屬各機關密碼設置作業規定」設定密碼（密碼長度至少八位以上，英、數字混合並定期更新，密碼不得與帳號相同）。 | □ 是□ 否，原因：　　　　　　　　　　　 |
|  | 網路芳鄰分享功能 | 確定「網路芳鄰」分享功能為關閉。若因業務需要透過網路芳鄰分享資料檔案時，必須設定使用者及權限管控。 | □ 是□ 否，原因：　　　　　　　　　　　 |
|  | 系統安全控管 | (1)設定主機存取及執行權限。(2)關閉未使用的網路通訊協定。(3)定期檢查系統log。 | □ 是□ 否，原因：　　　　　　　　　　　 |

管理人員： (簽章)

單位主管： (簽章)

【17-23-00-04】 發布日：2011年1月17日